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Certificate 

 

 

Certificate number: 2018-009 
Certified by EY CertifyPoint since: April 18, 2018 

 

Based on certification examination in conformity with defined requirements in ISO/IEC 
17021-1:2015 and ISO/IEC 27006:2015, the Information Security Management System 

as defined and implemented by 

 

DigitalOcean, LLC 
 

located in New York, New York, United States of America is compliant with the 
requirements as stated in the standard: 

ISO/IEC 27001:2013 
Issue date of certificate: April 18, 2018 

Expiration date of certificate: April 18, 2021 

 
 

EY CertifyPoint will, according to the certification agreement dated April 12, 2018, 
perform surveillance audits and acknowledge the certificate until the expiration date 

noted above. 

 
*The certification is applicable for the assets, services and locations as described in the scoping section on 

the back of this certificate, with regard to the specific requirements for information security as stated in 

the Statement of Applicability, version 1.0, dated January 15, 2018. 

 

 

J. Sehgal | Director, EY CertifyPoint 
 



 

DigitalOcean, LLC 

 
Scope for certificate 2018-009 

 

 
This scope (edition: April 18, 2018) is only valid in connection with certificate 2018-009. 
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The scope of this ISO/IEC 27001:2013 certification is as follows: 

 

The DigitalOcean Information Security Management System (ISMS) protects assets 
associated with developing, operating, and maintaining the cloud infrastructure platform.  
The in-scope products include: Droplets (Virtual Private Servers), Volumes (Block 
Storage), and Spaces (Object Storage).  The software systems, hardware, people, and 
processes associated with the in-scope products are globally implemented and 
operationalized. 
 
The Information Security Management System is centrally managed out of DigitalOcean 
headquarters in New York, New York, United States of America. 
 

The cloud infrastructure platform is supported by the underlying physical hardware and 
infrastructure within the datacenters at the following in-scope locations: 
 

 NYC1 – New Jersey, United States of America 
 NYC2 – New York, United States of America 
 NYC3 – New Jersey, United States of America 
 SFO1 – California, United States of America 
 SFO2 – California, United States of America 
 TOR1 – Toronto, Canada 
 AMS2 – Amsterdam, Netherlands 
 AMS3 – Amsterdam, Netherlands 
 FRA1 – Frankfurt, Germany 
 LON1 – Slough, England 

 SGP1 – Singapore 
 BLR1 – Bangalore, India 

 
 
 
 
 
 

 
 

The Information Security Management System mentioned in the above scope is 
restricted as defined in “ISO/IEC 27001:2013 Certification Scope” version 1.1, dated 

March 1, 2018. 

 


