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OSS Note:  Background is provided at the Endnote.

“OSINT fundamentalists don’t have experience managing large scale OSINT production” and “are mistaken in thinking that a separate Open Source Agency will lead to better resources or production.” 

[OSS Note:  evidently FBIS is unfamiliar with all those who have earned the Golden Candle Award, including one officer receiving an Order of the British Empire and another recognized by the King of Sweden and the Swedish Royal Academy, and it has no respect for Congressman Rob Simmons’ very specific judgment that OSINT has to be “outside the wire.”  In as much as the 9-11 Commission recommends a separate agency, co-equal to CIA, FBIS is just going to have to get used to the idea.  They also appear utterly clueless as to the fact—the undeniable fact—that most of the world does not want to deal with the CIA/FBIS or in many cases the Department of Defense, and that the Department of State not only has statutory responsibility for foreign open sources of information but is also ideally suited, as the oversight parent of the Broadcasting Board of Governors that manage  the Voice of America, to serve in a similar capacity to an independent Open Source Agency that will be able to harness the knowledge of the “seven tribes” around the world, quickly.]
FBIS is getting more questions on “who are these guys” and “what drives them” and “what do the populations think?”  
[OSS Note:  we started doing Global Coverage in 1997, did terrorist web sites in 29 languages beginning in 1999, and today do S&T and tribal studies, as well as global biographies, for prices FBIS cannot touch with anyone they now deal with…..as our national COTR has said, “twice the value at half the price.”  FBIS literally has no idea regarding what is possible when you break out of the box and separate access, language, subject-matter, and security attributes.  See the 29 March 2004 presentation to the Department of State for additional perspective.]
FBIS vision of difference between FBIS in 20th and 21st Centuries:

	
	20th Century
	21st Century

	PERCEPTION
	News

Translation
	Intelligence, Insight, Context, Targeting

	CUSTOMER BASE
	Analyst

Researcher
	Policymakers through to State & Local LEA

	BUSINESS APPROACH
	Exclusive, 

One Partner (CIA)
	Inclusive

Multiple Partners

	COMMUNITY ROLE
	Dissemination
	Collection (OSS Note: but in remarks stressed content management from deep web)

	Service of Common Concern for the U.S. Intelligence Community 


Opposes the Open Source Agency 

[OSS Note: on page 413 of the 9-11 Commission Report, the OSA is listed *separately from* the CIA, under the super-empowered DCI who is not the head of the CIA or its replacement, the National Analysis Agency.]
Appears to confuse the OSA with the same “centralization” issues that have plagued CIA.

[OSS Note: does not appear to have read the draft legislation nor understand that the OSA is the hub of a decentralized network of quasi-autonomous multi-national capabilities that are directly responsive to policy, acquisitions, logistics, operations, and all-source intelligence collectors and producers.]
“Content Management, not Collection, is the wave of the future.”  
[OSS Note:  Although the FBIS presentation included a slide that listed collection as a focus, in context it is clear that FBIS believes that most of what it needs to know is available via the deep web, and there is no need for a digitization center for Chinese and Islamic history as well as captured documents, no need for an NGO data warehouse, no need for multi-national regional data gathering centers that emphasize access to knowledge that is not available to the air-conditioned cubicles in Reston.]
“Shifting to focused collection leading to information management and delivery.”  
[OSS Note: primary focus on CIA, secondary focus on State and DIA, largely not able to meet needs of NSA, NRO, NGA, or any intelligence consumers.]
Desire to be a model for the classified intelligence community, showing how information sharing can be optimized.  “FBIS products can rival or surpass many all-source products.”  Plan to pilot things on the low side, share widely.  
[OSS Note: this is bravado and ill-advised.  OSINT is not a substitute for all-source and never will be.  Where OSINT serves best is an a safety net for lower tier issues where classified collection and analysis is neither warranted nor available, and as a contextual aid for focusing classified capabilities on the real gems that cannot be gotten via OSINT.  Sadly, FBIS has simply not done its homework on what global OSINT really should be doing.]
“With work, can satisfy 85% of the customer needs.”  
[OSS Note:  Both CIA and SOCOM have established that OSINT as now managed satisfies, today, 40% of the all-source requirements, at roughly 1% of the cost of all-source.  85% is an achievable goal, but not as FBIS now plans to execute their so-called service of common concern.]

DCID 17 charges FBIS with leading OSINT in the IC.  
[OSS Note:  Piece of paper.  Not properly executed.  FBIS has failed to consult, among many others, former Directors of the Community Open Source Program Office (COSPO) who actually understand the broader world of OSINT.]
Thinking about outsourcing translation. 
[OSS Note:  great idea, but we are wasting hundreds of millions now on beltway bandits that claimed to have US citizen language capabilities that they did not actually have in hand, and FBIS, burdened as it is with the CIA security mind-set, is highly unlikely to create the low-cost overseas translators, cover protection plans, and web-based digitization and translation and annotation capabilities that we already have in place.  Sure, FBIS can do rote work on a large scale, but they are not agile enough to do tailored near-real-time OSINT where the language, target location, and subject matter change constantly.  FBIS is a bureaucracy, and an aged moribund bureaucracy at that.]
FBIS now has CIA map library and CIA main library.  “FBIS ‘is’ CIA OSINT.”  
[OSS Note:  this incorrect—there is a substantial amount of money being spent by CIA on OSINT that is neither coordinated with nor known to FBIS.  FBIS, is, at best, a minor support function within CIA, and one that is not taken seriously by many analysts, and completely ignored by most case officers and S&T researchers.]

Looking at entire IC OSINT requirements and gaps. 
[OSS Note:  this would be news to most of the IC.  FBIS is specifically not looking at the most important clients for OSINT, the policymakers, acquisition managers, operators, logisticians, and non-USG elements within the US as well as coalition partners other than the seven favored countries.  FBIS is not now and never will be capable of supporting DoD at the strategic, operational, or tactical levels—these people are grandmothers in air-conditioned cubicles in Reston, for crying out loud.  They literally have no clue what it means to be an infantry officer or artillery officer or tanker or trucker.  They probably do not have a copy of and have not read the “Challenge of Global Coverage” report as delivered to the DCI in July 1997.]

Have ½ the bodies as in 1993.  

Trying to deliver on any platform.

Heavy investment in content management.  
[OSS Note:  FBIS has, at best, access to perhaps 5% of  the relevant content, including offline foreign language content and geospatial information) that a proper Open Source Agency will rapidly harness for a diversity of clients, most of whom are not recognized by FBIS today.]

Seeking partnerships with capable “high quality” OSINT providers.  
[OSS Note: this strikes us as code for incestuous second-echelon beltway bandits.  FBIS does not appear able to make proper use of citation analysis and multi-national tiger teaming to actually serve as its own OSINT general contractor, and they appear very unwitting of what the niche providers and “virtual” intelligence networks are doing under their very noses.  FBIS is probably paying 10X what they should for the tailored support they do get, simply because they don’t know how to work outside of the beltway or intermediate Embassy environment.]
“Nothing wrong with OSINT today that additional resources can’t solve.”  
[OSS Note:  sorry, but this is utter bullshit.  Arnie Donahue at OSS ’92 made the point that there is plenty of money for OSINT, and that what was needed then, and is still needed now, is a change of mind-set and method.  FBIS is not more able to adapt to the real world today than it was two years ago, or five years ago, or twelve years ago.  Doug Naquin is surrounded by grandmothers, not nail-chewing studs with time in the gutters of Bangladesh or Somalia or Colombia.  FBIS can and should be kept alive and integrated into a distributed network managed by the Open Source Agency—with DoD as the executive agent for a theater-based system of multinational OSINT Centres—but to contemplate FBIS as a service of common concern for the entire USG (or IC) is folly of the highest order.  They can barely handle CIA, and giving them more money, when they have spent the last 12 years refusing to campaign for an Open Source Agency, and refusing to implement the Aspin-Brown Commission recommendations from 1996, is a prescription for disaster.]

“If you are engaged in open source exploitation, let’s talk.”  
[OSS Note:  “Hello?”  OSS has, since 1988, since 1992, since 1996, since 1997, and most recently since 2002, tried to engage and support FBIS in expanding its stilted notions of what comprises OSINT and who should be allowed to play.  FBIS has refused all such overtures, even when encouraged to do so by major military commands who understand Civil Affairs and Information Peacekeeping concepts.  FBIS has obsessed, first, on continuing to execute its old model of broadcast monitoring, and second, on being “secure” in who it talks to, oblivious to the many informed commentaries on the idiocy of much of what CIA calls “security,” and the expensive as well as dangerous and sometimes comical (in a pathos sense) consequences of trying to do “SECRET NOFORN OSINT.”  Admiral Bill Studeman “got it” in 1992, and over-ruled FBIS’s stupid insistence that the first OSINT conference be “SECRET US Citizen Only”.  Their answer: they stopped engaging with the 40+ nations and thousands of niche providers of OSINT that have been coming together both publicly and privately, and they shut themselves up in Reston.  It is FBIS, not OSS, that has failed America and failed the world by not opening itself up to dialog with the multiplicity of players that must be respected and integrated.  FBIS can keep the 10% of the marketplace it thinks it dominates.  OSS is going to support the 90% of the marketplace that has no interest in being part of a CIA-controlled exclusive, intrusive, and intellectually moribund environment.  FBIS only makes statements like the above to “safe” audiences with Top Secret US clearances, hence their isolation from reality.  We like Doug Naquin.  He should come out and play in the real world.]
Endnotes
� Background:  In 1992 I forced the issue of Open Source Intelligence, only to have FBIS and MITRE mis-direct the original plan for an Open Source Center of Excellence toward the Open Source Information System (OSIS) with just six out of millions of sources.  Despite the subsequent Aspin-Brown Commission findings, based on the “Burundi Exercise” in which I waxed the entire IC with six phone calls, findings that said, in 1996, that our access to open sources was “severely deficient” and that increased funding and attention from the DCI should be a “top priority,”, FBIS has consistently refused to change.  They fought the Community Open Source Program Office (COSPO), they have fought me (OSS Actual), and they have misled Congress and others who have sought to inquire as to the true decrepitude of CIA’s and the IC’s overall OSINT program.  Joan Dempsey, as DDCI/CM explicitly refused to create an earmarked OSINT Program line within the National Foreign Intelligence Program, and FBIS did not “find religion” until they realized that legislation was actually on the table to create an Open Source Agency.  Now, energized by the prospects of doubling their ineffectiveness with additional dollars, they are suddenly putting forward a program that I first devised in 1992, and subsequently published in ON INTELLIGENCE: Spies and Secrecy in an Open World (Foreword by Senator David Boren)  DoD has not helped either.  As recently as August 2004, Admiral Jacoby, Director of the Defense Intelligence Agency, has misled Congressman Simmons and other members of the House Armed Services Committee, and the Service Chiefs are actively opposing OSINT, fearful that they will lose UAV money or other TIARA funds.   The fact is that Helen Boatner at CIA had the right idea when she created the Office of Leadership Analysis: new ideas will, as Machiavelli knew, always be resisted by the old guard.  They require new organizations with managers that are not hostage to old mind-sets, old security paradigms, and constipated understandings of the real world that they (the old guard) have rarely experienced in person.  It has taken since 1988, when I stood up the Marine Corps Intelligence Center, spending $20M of the taxpayers money, only to discover that 80% or more of what I needed was not secret, not online, not in English, and not known to FBIS or anyone else in the National Capital Area, to get to this point, and it will take another ten years to get it right—assuming FBIS is not allowed to screw this up.  In 1992 I wrote “E3i: Ethics, Ecology, Evolution, & Intelligence: An Alternative Paradigm for National Security” for the Whole Earth Review, and CIA & FBIS instantly said—I actually got the quote from the 7th floor: “this confirms Steele’s place on the lunatic fringe.”  OSS has been at the forefront of the OSINT revolution, at great personal and professional sacrifice, with select USG allies that will soon be recognized, and FBIS has consistently been part of the problem—stuck in the mud.  How Congress handles the 9-11 Commission recommendation for an independent Open Source Agency will, quite literally, determine whether or not intelligence reform is going to take place—OSINT is transformative, not only of intelligence, but of defense strategy and acquisition, and of democratic informed governance.  There are seven tribes of intelligence, and only an independent Open Source Agency under the leadership of the Department of State but the practical field execution of the Department of Defense (subject to oversight) will accomplish what both the Aspin-Brown Commission and the 9-11 Commission understand is needed to help America avoid another 9-11 and related catastrophes.
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